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Regler om Den norske kirkes digitaliseringsutvalg og 
sikkerhetsutvalg for personvern og informasjonssikkerhet 
 
Fastsatt av Kirkerådet 29. januar 2026. 
 

Kapittel I - Digitaliseringsutvalget 

§ 1. Digitaliseringsutvalgets sammensetning 
Digitaliseringsutvalget består av følgende ansatte ledere i lokale, regionale og nasjonale 

kirkelige organer:  
a) fem kirkeverger med seks kirkeverger som vara, valgt av de kirkelige fellesrådene 

og menighetsrådene med fellesrådsfunksjoner 
b) en stiftsdirektør med en stiftsdirektør som vara, valgt av stiftsdirektørene 
c) Kirkerådets direktør med vara utpekt av direktøren. 

 
 Hovedorganisasjonen KA kan også oppnevne en ansatt leder med en vara. 
 

De fire største arbeidstakerorganisasjonene i trossamfunnet Den norske kirke kan i 
fellesskap 

oppnevne ett medlem med en vara til utvalget. Dette medlemmet skal være en som 
arbeider i soknet. 

 
Kirkeverger, stiftsdirektør, KA-medlem og arbeidstakermedlem oppnevnes for tre år av 

gangen, og suppleres ved behov. 
 

Kirkevergene i utvalget skal så langt det er mulig representere variasjon i kjønn, geografi, 
og fellesrådenes størrelse. Valget forberedes av en nominasjonskomité av kirkeverger og 
fellesrådsledere. Innstillingen sendes til alle kirkelige fellesråd og menighetsråd med 
fellesrådsfunksjoner. Kandidatene må avklare med sitt fellesråd/menighetsråd at de kan stille 
til valg. 

 
Digitaliseringsutvalget velger selv sin leder for tre år av gangen. 
 

§ 2. Digitaliseringsutvalgets oppgaver 
I tråd med formålene med og prinsipper for dataforvaltning i regler om fellesordninger 

innen digitalisering, informasjonssikkerhet og personvern i Den norske kirke, skal 
digitaliseringsutvalget: 

a) sørge for at digitaliseringsarbeidet styres etter en overordnet strategi i tråd med 
kirkens øvrige mål og strategier 

b) sørge for en organisering og samordning som bidrar til å nå målene for 
digitaliseringsarbeidet 

c) fastsette definisjon av digitale fellesløsninger og avgjøre hvilke digitale løsninger 
som er fellesløsninger i Den norske kirke 

d) avgjøre hvilken virksomhet som er systemeier for den enkelte digitale fellesløsning  



e) være en pådriver for å få effekter av digitaliseringsarbeidet blant annet gjennom 
utvikling av beste praksis, automatisering, felles regelverk og standarder 

f) bidra til at det blir etablert bærekraftige finansieringsmodeller som sikrer effektiv 
utvikling, forvaltning og drift av alle fellesløsninger. 

 
Digitaliseringsutvalget oppnevner medlemmer til Den norske kirkes felles utvalg for 

personvern og informasjonssikkerhet (sikkerhetsutvalget) i tråd med § 4, og vedtar 
sikkerhetsutvalgets budsjett etter forslag fra sikkerhetsutvalget. 
  
§ 3. Arbeidsform og administrativ støtte 

Digitaliseringsutvalget velger selv sin arbeidsform. Kirkerådet dekker utgifter til reise og 
opphold ved møter også for utvalgsmedlemmer som ikke er ansatt i Kirkerådet, hvis de ber 
om det. 
 

Digitaliseringsutvalget kan bare gjøre gyldige vedtak når Kirkerådets direktør eller 
direktørens vara og minst tre kirkeverger deltar i beslutningen. 
 

Digitaliseringsutvalget kan opprette utvalg, arbeids- og brukergrupper og fastsette 
mandater for disse. 
 

Utvalget skal sørge for at alle berørte enheter og organer i Den norske kirke får aktuell og 
nødvendig informasjon om utvalgets arbeid. Referat fra utvalgets møter sendes til Kirkerådet. 
 

Kirkerådet støtter og følger opp digitaliseringsutvalgets arbeid, og sørger for 
sekretariatsfunksjoner til utvalget. Kirkerådet skal sørge for gjennomføringskraft, faglig 
kompetanse og koordinere digitaliseringsarbeidet slik at det bidrar til helhet og måloppnåelse.  
 

Kapittel II – Sikkerhetsutvalg for personvern og informasjonssikkerhet 

§ 4. Sikkerhetsutvalgets sammensetning 
Sikkerhetsutvalget består av 
a) leder oppnevnt av Kirkerådets direktør  
b) Den norske kirkes felles personvernombud 
c) ansatte i lokale, regionale og nasjonale kirkelige organer, oppnevnt av 

digitaliseringsutvalget 
d) andre medlemmer oppnevnt av digitaliseringsutvalget. 
 
I tillegg kan Hovedorganisasjonen KA oppnevne ett medlem. 
 

Medlemmene i sikkerhetsutvalget skal representere Den norske kirkes mangfold i 
oppgaver og struktur og bør ha kompetanse innen personvern og informasjonssikkerhet. 
Sikkerhetsutvalget skal så langt det er mulig være representativt sammensatt med bredde i 
geografi, kjønn og fellesrådenes størrelse. 

 
§ 5. Sikkerhetsutvalgets oppgaver 
 Sikkerhetsutvalget gir felles retningslinjer og råd om personvern og 
informasjonssikkerhet til alle kirkelige organer, og fører kontroll med at lovkrav på disse 
områdene blir fulgt. 
 



Sikkerhetsutvalget skal 
a) utvikle og forvalte felles strategi og ledelsessystem for informasjonssikkerhet og 

personvern i Den norske kirke 
b) gi råd om konkrete krav til informasjonssikkerhet i digitale systemer i Den norske 

kirke, herunder hvordan personopplysninger skal håndteres i systemet 
c) bidra til opplæring og veiledning av ansatte og frivillige i hele Den norske kirke 

innen informasjonssikkerhet og personvern 
d) lage retningslinjer for rapportering og håndtering av avvik innen personvern og 

informasjonssikkerhet 
e) påse at overordnede risiko- og sårbarhetsanalyser (ROS) gjennomføres og gjøres 

tilgjengelig for alle kirkelige organer, og gi råd om risikovurderinger kirkelige 
organer selv foretar 

f) anbefale tiltak basert på rapporterte avvik og ROS-analyser 
g) støtte ansvarlige i Den norske kirke i arbeid med databehandleravtaler  
h) informere og involvere digitaliseringsutvalget, ledere og andre relevante personer 

om saker og tiltak på utvalgets område. 
 
Sikkerhetsutvalget kan også 
a) fastsette plan for kontroller med personvern og informasjonssikkerhetsarbeid i 

lokale, regionale og nasjonale kirkelige organer 
b) i samarbeid med systemeier iverksette revisjoner overfor leverandører med fokus 

på informasjonssikkerhet og personvern. 
 
§ 6. Arbeidsform og administrativ støtte 

Sikkerhetsutvalget velger selv sin arbeidsform.  
 

Kirkerådet støtter og følger opp sikkerhetsutvalgets arbeid, og sørger for 
sekretariatsfunksjoner til utvalget. Kirkerådet skal sørge for at sikkerhetsutvalgets arbeid 
støttes med relevant kompetanse innen personvern og informasjonssikkerhet og ressurser for å 
følge opp utvalgets arbeid.  

 
§ 7. Fellesfinansiering av stillinger, oppgaver og tiltak i regi av sikkerhetsutvalget 

Rettssubjektet Den norske kirke og soknene (ved de kirkelige fellesrådene og 
menighetsrådene med fellesrådsfunksjoner) finansierer om lag halvparten hver av følgende 

a) felles personvernombud for Den norske kirke ansatt av Kirkerådet 
b) sekretariatsoppgaver og møter for sikkerhetsutvalget 
c) andre tiltak i regi av sikkerhetsutvalget innenfor utvalgets budsjett vedtatt av 

digitaliseringsutvalget etter forslag fra sikkerhetsutvalget. 
 

Første ledd bokstav b og c kan omfatte hel eller delvis finansiering av stillinger. 
 

Digitaliseringsutvalget fastsetter den nøyaktige fordelingen av kostnadene mellom 
rettssubjektet Den norske kirke og soknene, og soknene imellom (ved de kirkelige 
fellesrådene og menighetsrådene med fellesrådsfunksjoner). 
 

Kirkerådet administrerer finansieringsordningen. 
 
 



§ 8. Ikrafttredelse  
Reglene trer i kraft straks.  
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