
Fellesordninger innen digitalisering,
personvern og informasjonssikkerhet

Dette er en høring om fellesordninger i Den norske kirke innen digitalisering, personvern og 
informasjonssikkerhet

Høringsnotatet ligger her: https://www.kirken.no/høringomfellesordninger2024

Høringsfristen er 6. desember 2024.

Høringsuttalelser er offentlige etter offentleglova jf. kirkeordningen § 42, og vil bli publisert på 
kirken.no. 

Personvern
Skriv ikke inn opplysninger som identifiserer enkeltpersoner. For privatpersoner anses uttalelsen som 
samtykke til at navnet og uttalelsen din publiseres på kirken.no, jf. personvernforordningen artikkel 6 
nr. 1 bokstav a og artikkel 9 nr. 2 bokstav a.

"Engasjerende leser"
Det er mulig å bruke "Engasjerende leser" i arbeidet med høringssvarene, som gir mulighet for både 
forstørret tekst og opplesning av tekst. Du finner denne funksjonen ved å trykke på de tre prikkene 
øverst til høyre. 

Praktisk informasjon
Skjemaet er delt opp i flere sider. Du kan gå fram og tilbake i skjemaet hvis du vil se hva du har svart 
eller gjøre endringer. Spørsmål merket med * er obligatoriske. Du kan skrive ut en kopi av svaret ditt 
etter at du har sendt inn. Merk at svarene ikke lagres når skjema lukkes uten at du har trykket på Send-
knappen. Spørsmålene står også i høringsnotatet som kan lastes ned på 
https://www.kirken.no/høringomfellesordninger2024, så man kan bruke det til arbeide med svarene.

Om innsenderen av høringssvaret

Menighetsråd

Jeg svarer som: * 1.

https://www.kirken.no/h%C3%B8ringomfellesordninger2024
http://kirken.no/
http://kirken.no/
https://www.kirken.no/h%C3%B8ringomfellesordninger2024


Menighetsråd med fellesrådsfunksjoner

Fellesråd

Bispedømmeråd

Biskop

Utdanningsinstitusjon

Fagforening

Organisasjon

Privatperson

Annet

Navn (råd/organisasjon/privatperson) * 2.

Tunsberg bispedømmeråd

Kontaktperson (hvis innsender er råd eller organisasjon)3.

Eigil Morvik

Agder og Telemark

Bjørgvin

Borg

Hamar

Møre

Nidaros

Bispedømmetilhørighet * 4.



Nord-Hålogaland

Oslo

Stavanger

Sør-Hålogaland

Tunsberg

Ingen bispedømmetilknytning

Overordnet

(A) Hvor viktig mener du det er at kirken samler seg om digitale fellesløsninger 
(felles digitale verktøy) (1 er lite viktig, 6 er veldig viktig) ? * 

5.

1 2 3 4 5

(B) Hva i denne saken om fellesordninger innen digitalisering, personvern og 
informasjonssikkerhet er du mest positiv til?

6.

Fellesløsninger gir økt sikkerhet som sikrer både personvern og faren for dataangrep. Vi viser her 
f.eks. til den svenske kirke som ble utsatt for et omfattende dataangrep for et år siden, noe som var 
svært kostbart både økonomisk, ressursmessig og omdømmemessig.

(C) Hva i denne saken om fellesordninger innen digitalisering, personvern og 
informasjonssikkerhet synes du er mest utfordrende?

7.

Reglene om fellesordninger kan bli inngripende i fellesrådene og soknenes økonomi, siden 
digitaliseringsutvalget gis mandat til å definere hvilke systemer som skal være anbefalte 
fellesløsninger, og hvilke som skal være obligatoriske fellesløsninger. For mange fellesråd, ikke 
minst de som har digitale løsninger gjennom en tjenesteytingsavtale med kommunen, kan dette gi 
store økte utgifter. 



§ 1 Digitaliseringsutvalg

(D) Er du enig i at dagens samstyring innen digitalisering bør formaliseres som en 
forpliktende fellesordning? * 

8.

Ja Nei Ve

(E) Har du kommentarer? 9.

Det er formålstjenlig for å regelfeste fellesordningene, slik at alle de om lag 350 partene ikke må 
signere på nytt for hver gang det skjer en endring eller en ny avtale skal inngås. 

§ 2 Sikkerhetsutvalg for personvern og informasjonssikkerhet

(F) Er du enig i at dagens fellesordning innen personvern og informasjonssikkerhet 
bør formaliseres som en forpliktende fellesordning?  * 

10.

Ja Nei Ve

(G) Har du kommentarer? 11.

Vi vil understreker viktigheten av å videreføre formuleringen fra dagens samstyringsmodell om at 
«Medlemmene bør ha kompetanse innen personvern og informasjonssikkerhet og skal representere 
Den norske kirkes mangfold i oppgaver og struktur.»

§ 3 Personvernombud

(H) Støtter du at Kirkemøtet fastsetter personvernombudet som en fellesressurs 
for Den norske kirke?  * 

12.



Ja Nei Ve

(I) Har du kommentarer? 13.

Det er viktig både for medlemmer og ansatte at det eksisterer en ordning med eget 
personvernombud i en organisasjon som vår. Folk flest skiller ikke mellom den nasjonale og den 
lokale kirke i så måte. En ordning med felles personvernombud for hele 
kirken sikrer at personvernet blir ivaretatt for alle på alle nivå.

§ 4 Felles behandlingsansvar

(J) Støtter du at Kirkemøtet fastsetter felles behandlingsansvar (i forbindelse med 
publikums- og medlemskontakt Den norske kirke har som trossamfunn) i stedet 
for at det er regulert i tilslutningsavtale?  * 

14.

Ja Nei Ve

(K) Har du kommentarer? 15.

Med flere rettssubjekt og organer som behandler de samme opplysningene vil det være svært 
formålstjenlig med et felles behandlingsansvar fastsatt av Kirkemøtet slik også regelverket åpner 
for.

(L) Støtter du at Kirkerådet regulerer ansvar og roller innenfor dette felles 
behandlingsansvaret i stedet for at det er regulert i tilslutningsavtale?

16.

Ja Nei Ve



(M) Har du kommentarer? 17.

Ved at Kirkerådet regulerer ansvar og roller i stedet for tilslutningsavtale så sparer man mye 
ressurser. 

§ 5 Dataforvaltning i Den norske kirke

(N) Har du kommentarer til de foreslåtte prinsippene for dataforvaltning i Den 
norske kirke? 

18.

Prinsippene vil høyne datakvaliteten og -behandling i fellesråd og menigheter, særlig punkt c og d 
om muligheter for gjenbruk og lagring i fellesløsninger vil bidra til effektivisering og blant annet 
større muligheter for korrekt kirkelig statistikk. Høringsnotatet legger ellers vekt på opplæring og 
involvering, det vil være spesielt viktig for hvordan prinsippene skal 
gjennomføres. ANSORG og andre felles registre vil bidra til den ønskede effekten av en kirke som 
henger sammen, og at det er lagt til rette for samhandlingen man ønsker i organisasjonen. 

(O) Støtter du at Kirkerådet kan gi digitaliseringsutvalget mandat til å definere 
hvilke systemer som skal være anbefalte fellesløsninger?  * 

19.

Ja Nei Ve

(P) Støtter du at Kirkerådet kan gi digitaliseringsutvalget mandat til å definere 
hvilke systemer som skal være obligatoriske fellesløsninger?   * 

20.

Ja Nei Ve

(Q) Hvilke kriterier bør ligge til grunn for beslutninger om anbefalte og/eller 
obligatoriske fellesløsninger? 

21.

Ved definering av obligatoriske fellesløsninger bør samstyringsmodellens prinsipper for 
medvirkning brukes, slik høringsnotatet foreslår. God forankring og bred forståelse av 



digitaliseringsutvalgets representativitet må ligge til grunn for at beslutningene skal ha legitimitet. 

Hvis en beslutning om obligatoriske løsninger vil forplikte fellesrådene økonomisk i vesentlig større 
grad enn dagens løsninger, eller er av større prinsipiell art, må det finnes en mekanisme eller et 
utslagspunkt som kan løfte beslutningen til Kirkerådet i tillegg til digitaliseringsutvalget. 

Andre kommentarer 

(R) Har du andre kommentarer til saken?22.

Det er en generell utfordring for fellesordninger og -løsninger at de må forankres godt nok til at 
endringsprosessene for fellesrådene og menighetene blir vellykkede. Finansieringsløsningene er 
ikke en del av høringen, men kost-nytte-effekten blir avgjørende for en god implementering og 
motivasjon for endring i fellesråd og menigheter. 

Gode felles digitale ordninger og løsninger vil bidra til at kirken når målene i sin hovedstrategi. En 
egen strategi som svarer på hvordan kirken skal investere i og endre bruken av digitale verktøy, 
samt ha nok og tilpassede ressurser til opplæring vil være en 
naturlig oppfølging av regelfestingen av fellesløsningene, og være med på å styrke kirkens ansatte 
og frivillige digitale modenhet og kompetanse.

Det er viktig at aktuelle digitale løsninger gjøres tilgjengelige både for folkevalgte og frivillige, ikke 
bare ansatte. 

NB: Et mindretall på 1 i bispedømmerådet støtter ikke det omfattende arbeidet med digitalisering i 
Den norske kirke og stemte derfor mot en rekke av punktene ovenfor. 

Dette innholdet opprettes av skjemaeieren. Data du sender inn blir sendt til skjemaeieren. Microsoft er ikke ansvarlige
for personvernet eller sikkerhetspraksisene til kundene deres, inkludert de som eier dette skjemaet. Oppgi aldri
passordet ditt.
Microsoft Forms | KI-genererte undersøkelser, tester og avstemninger enkelt Opprett mitt eget skjema
Personvern og informasjonskapsler | Bruksvilkår

https://kirken.no/nb-NO/om-kirken/kontakt-oss/personvern/
https://go.microsoft.com/fwlink/?linkid=866263

